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Foreword

ISO (the Intemational Organization for Standardization) and IEC (the Intemational Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the developmentof Intemational Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaboratein fields of mutualinterest. Otherintemational
organizations, govermmental and non-govemmental, in liaisonwith ISOand IEC, also take partin the
work.

In thefield of informationtechnology, ISO and IEC have establisheda jointtechnical committee, ISO/
IECJTC1.

The main task of technical committees is to prepare Intemational Standards, but in exceptional
circumstancesa technicalcommitteemay proposethe publicationof a Technical Reportof one of the
followingtypes:

O type 1, when the required support cannot be obtained for the publication of an Intemational
Standard, despite repeatedefforts;

O type2, whenthe subjectis still undertechnical developmentor wherefor any otherreasonthere
is the future but notimmediate possibility of an agreementon an Intemational Standard;

O type 3, when a technical committee has collected data of a different kind from that which is
normally publishedas an Intemational Standard ("state of the art”, for example).

Technical Reports of types 1 and 2 are subjectto reviewwithin three years of publication, to decide
whether they can be transformedinto Interational Standards. Technical Reports of type 3 do not
hecessarily have to be reviewed until the data they provide are consideredto be no longervalid or
useful.

ISO/IEC TR 100002, which is a Technical Report of type 3, was prepared by Joint Technical
CommitteelSO/IEC JTC 1, Informationtechnology

This editioncancelsand replacesISO/IECTR 100002:1992,whichhas beentechnically revised.

ISO/IECTR 10000 consists of the following parts, under the general title Information technology -
Frameworkandtaxonomyof Intemational StandardizedProfiles:

[J Part 1: General Principles and Documentation Framework

[J Part2: Principles and Taxonomyfor OSI Profiles
[J Part 3: Principles and Taxonomyfor OpenSystemEnvironmentProfiles

Otherpartsto be definedas necessary.



AnnexA of this part of ISOAECTR 10000is forinformationonly.



Introduction

The context of Functional Standardization is one part of the overall field of Information
Technologystandardization activities covering

* Base standards, which define fundamentals and generalized procedures. They provide an
infrastructure that can be used by a variety of applications, each of which can make
its own selectionfromthe options offeredby them.

* Profiles, which define conforming subsets or combinations of base standards used to
provide specific functions. Prdfiles identify the use of particular options available in
the base standards, and provide a basis for the development of uniform,
intemationally recognized, conformancetests.

* Registration mechanisms, which provide the means to specify detailed parameterization
withinthe framework of the base standardsor profiles.

Within ISO/IECJTC1, the process of Functional Standardization is concemed with the
methodology of defining profiles, and their publication in documents called "Intemational
Standardized Profiles” (ISPs) in accordance with procedures contained in Directives of
JTC1. The scope of Information Technology standardization to which this processis being
appliedis thatwhich correspondsto the generally understood, but loosely defined, conceptof
OpenSystems.The objectiveis to facilitate the specificationof IT systems characterizedby
a high degreeof interoperability and portability of their components.

In addition to ISO/IECTR 10000, the secretariat of the Special Group on Functional
Standardization mairtains a standing document (SD4) entitled "Directory of ISPs and
Profiles containedtherein”. This s a factual record of which ISPs exist, or are in preparation,
together with an executive summary of each profile. It is subject to regular updating by the
Secretariatof ISOAEC JTC1/SGFS.

Vi
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Information technology - Framework and taxonomy of

International Standardized Profiles

Part 2:

Principles and Taxonomy for OS| Profiles

1 Scope

The purpose of this part of ISOJIECTR10000 is to provide
principles and a classification schemefor OSl profiles which may
be or have been submited for ratification as Intemational
StandardizedProfiles (ISPs).

ISONECTR 100001 defines the concept of prdfiles which are
documentedin ISPs. OSl profiles are a subset of OSE profiles.
ISO/IECTR 100003 defines the concept of OSE profiles and,
along with ISOIECTR 100001, gives guidance to organizations
making proposalsfor Draft ISPs, on the nature and contentof the
documentstheyare producing.

The existence of a profile classification in this part of
ISO/IECTR 10000does notreflecta judgmentby ISOIEC JTC1/
SGFSthat a profile is required for such capability. It merdy pro-
vides a capability to identify uniqudy such a function and to
enableevaluation of PDISPs.

Since profiles will be proposed according to needs identified to
SGFS and according to the progress of intemational base
standardization, the Taxanomy will be periodically updated or
have new parts addedin order to reflect the progress reached. It
is also recognizedthatthere will be proposals for the extersion of
the Taxonamy to coverfunctions which were not identified during
preparationof this editionof ISO/IECTR 10000. Theseextensions
may be identified by a variety of proposers and involve simple
extersions to the exising Taxonamy or the addition of newfunc
tional areas not currently covered by ISO/IECTR 10000. The
inclusion of such extersions is admiistered folowing the proce-
dureselaboraed by SGFS.

A distinction has been made between a profile and an ISP
documenting one or more profiles. The Taxonomy is only
concemed with profiles, but further information is given in the

"Directory of ISPs and Prdfiles containedtherein” as to which ISP
contains the documentationof a profile.

This Directoryis maintainedas an SGFSstandingdocumentSD4
(see Annex A). For each draft profile submitted to SGFS, it will
also provide additional infomation, including the status of the
idertified profiles.

2 References

The following standards contain provisions which, through
reference in this text, constitute provisions of this Intemational
Standard. At the time of publication, the editions indicated were
valid. All standards are subject to revision, and parties to
agreements based on this Intemational Standard are encouraged
toinvestigatethe possibility of applyingthe mostrecenteditions of
the standardsindicated below. Members of IEC and ISO maintain
registers of currently valid Intemational Standards.

ISONEC96466 : 1994, Informationtechnology- OSI-
conformancetestingmethodology andframework- Part6:
Protocol Profile Test Specification.{ ITU-T Rec.X.295(1995}

ISO/IEC9646+ : 1995, Informationtechnology- OSI-
conformancetestingmethodologyandframework- Part7:
Implementation ConformanceStatements.{ ITUT Rec.X.296
(1995}

ISOAECTR 100001 : 1995, Informationtectnology- Framework
andtaxonomyof Intemational Standardized Profiles, Part 1:
General Principles and Documentation Framework.

ISOAECTR 100003 : 1995, Informationtectnology- Framework
andtaxonomyof Intemational Standardized Profiles, Part 3:
Principles and Taxonomyfor OpenSystemEnvironmentProfiles.
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A numberof otherISO, IEC, and ISO/EC JTC1 Standardsand
ITU-T Recommendationsare quotedin exampleswhichdo not
constitute provisions of this part of ISOAECTR 10000.

3 Definition

For the purposes of this part of ISO/IECTR 10000, the following
definitionapplies:

Group:A set of OSl profiles that are compatible, in the sensethat
an IT implementing one profile from a Group can interwork,
accordingto OSI, with another T systemimplementinga different
profile from the same Group, in terms of the operation of the
protocols specifiedwithinthese profiles.

4 Abbreviations

4.1 General abbreviations

CGM ComputerGraphics Metafile

CL Connectionlessmode

CLNS  ConnectionlessmodeNetworkService
CLTS  ConnectionlessmodeTransportService

co Connectionmode

CONS  ConnectionmodeNetworkService
COTS  ConnectionmodeTransportService
CSDN  Circuit SwitchedData Network

csl CommunicationServices Interface

CSMA/CDCarrier Sense, Multiple Access/ CollisionDetection

CULR  CommonUpperLayerRequirements

DFR DocumentFilingand Retrieval

DSA Directory ServiceAgent

DTAMDM DocumentTransferand Manipulation- Document
Manipulation

DTE Data Terminal Equipment

DUA DirectoryUserAgent

EDI Electronic DataInterchange

EDIMG EDIMessaging

FDDI Fibre DistributedDataInterface
FRPVC FrameRelayPemmanentVirtual Circuit
FRSVC FrameRelaySwitchedVirtual Call
FRBS FrameRelayBearerService

FRDN  FrameRelayDataNetwork

FRDTS FrameRelayData TransmissionService

IIF ImagelnterchangeFacility

IPI
IPM
ISDN
ISP
LAN
MAC
MMS
MOTIS
MS
MTA
MTS
ODA
P1

P2

P3

P7
PSDN
PSTN
PVC
Q0s
SGFS

SGML
P
TPSU
UA
Ve

ImageProcessingand Interchange
InterpersonalMessage

Integrated Services Digital Network
Intemational Standardized Profile

Local AreaNetwork

MediaAccess Control
ManufacturingMessageSpecification
MessageOriented TextInterchangeSystem
MessageStore

MessageTransferAgent
MessageTransferSystem
OpenDocumentArchitecture

Message TransferProtocol
InterpersonalMessagingProtocol
MTSAccessProtocol

MS Access Protocol
PacketSwitchedDataNetwork

Public Switched TelephoneNetwork
X.25PemanentVirtual Circuit

Quiality of Service

ISO/IEC JTC1/Special Groupon Functional
Standardization
StandardizedGeneralMarkupLanguage
TransactionProcessing
TPServiceUser

UserAgent

X.25Virtual Call

Virtual Terminal
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4.2 Abbreviations used in Profile
identifiers

Abbr. Profile sub-class (Applications)

ADF DocumentFilingand Retrieval

ADI Directory(1988)*

ADY Directory (1993)*

AFT File Transfer, Accessand Management
ALD Library, Documentation

AMH MessageHandling

AMI MedicallmageInterchange

AMM ManufacturingMessaging

AOD Interactive Manipulationof ODADocuments
ARD RemoteDatabaseAccess

ATP TransactionProcessing

AVT Virtual Terminal

Abbr. Profile sub-class (Formats)
FCG ComputerGraphics Metafile InterchangeFormat
FCS CharacterSets

FD Directory Data Definitions (1988)*
FDY  DirectoryDataDefinitions(1993)*
FMI MedicallmageInterchange

FOD OpenDocumentFormat

FSG SGMLInterchangeFommat

FVT Virtual Terminal Registered Objects

1 The taxonomy substructure for the 1988 edition of the Directory
specifications differs from the taxonomy substructure developed for the 1993
edition.

Abbr. Profile sub-class (Lowerl ayers)
TA COTSoverCLNS

B COTSoverCONS
TC COTSoverCONS
D COTSoverCONS
TE COTSoverCONS
UA CLTSoverCLNS

uUB CLTSoverCONS

RA Relayingthe CLNS

RB Relayingthe CONS

RC X.25ProtocolRelaying

RD Relayingthe MACService usingtransparentbridging
RE Relayingthe MACService usingsourcerouting

Rz RelayingbetweenCLNSand CONS

5 The OSI Taxonomy: Principles

5.1 General

OSl profiles are primarily arranged into classes, each class
representing a category of functionality of reasorable
independencefrom other classes. The different classes of profile
correspondto the majordivisions of the taxonomy.

Withineachclass, a class-specific subdivisionwill be used.

OSlI profile identifiers are structured in accordance with the
general OSE taxonomydefinedin ISO/IECTR 100003. Thus, an
OSl profile identifier comprises:

« thesuffix“*C{fora CSlprofile);

 arootmnenomicwhichis a character stringcommencingwith
oneletterthatindicatesthe primaryclass of the profile;

 an alphanumericstring thatis as long as necessaryto reflect
the positionof the profile withinthe hierarchic structure.

The syntax of all but the first letter is subject to individual
definitions (see below).

NOTE- In the contextof the general OSEtaxonomydefinedin ISO/ECTR 100003,
OSl profiles are identifiedas Communication Services Interface profiles by
the suffix“C: This suffixis omittedin the description of the OSI taxonomyin
this partof ISO/IECTR 10000.
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5.2 The Class concept for OSI Profiles

In orderto decouple representation of informaion or objects from
communication protocols, and applicationrelated protocol from
subnetwork types, OSI and OSkrelated profiles are divided into
thefollowing classes:

T-  Transportprofiles providingconnectionmodeTransport
Service

U-  Transportprofiles providingconnectionlessmode
TransportService

R-  Relayprofiles

A-  Applicationprofiles requiringconnectionmode Transport
Service

B-  Applicationprofiles requiringconnectioessmode
TransportService

F-  Interchangeformatand representationprofiles

Otherclassesmaybe required.

Transportprofiles of classes T and U specify howthe two modes
of OSI TransportService are provided over the two modes of OSI
Network Service, and over specific subnetworktypes, such as in-
dividualtypes of LANs, PSDN, etc. In this way theyisolate the A/
B-profiles and F-profilesfromnetworktechndogy.

T-and U-profiles are further subdividedinto Groups.
See “5.4 The Group concept for OSI Lower Layer Profiles'for
details.

Application profiles of classes A and B specify communications
protocol support for particular application types over the two
modesof OSI TransportService, respectively.

F-profiles specify the characteristics and represertation of various
typesof informationinterchangad by A- and B-profiles.

R-profiles specify Relayfunctionality neededto enable IT systems
using different T- or U-profiles to interwork. Interworking between
T- and U-profilesis not contemplatedin any JTC 1 work.

Within each of these classes, sub-classes of profiles are identified
which, again, may require further subdivision such that the
granularity of the Taxanomy meets the requirements outlined in
ISO/IECTR 100001. This leads to a hierarchical structure of
profile (sub)classeswhichis givenin full in clause® Taxonomy
of Profiles:

For the identification of sub-classes and a further subdivision
within a given class, a class-dependent methodologyis applied.
Thisis explainedin the subsequentclassindividual sections.

5.3 Relationship between OSI Profiles

The schematicillustrationin Figure 1 brings togetherexamples of
the relationshipswhich exist betweenOSl profiles, particularly the
three main subdivisions of the Taxonomy, and the combinations
whichcanbe madebetweenprofiles fromdifferentclasses.

5.3.1 A/T and B/U Boundaries

Actualuse of an A- or B-profile requiresthatan IT systemoperate
it in combination with a T- or U-profile, in order to provide a
particular application protocol over a particular subnetwork type.
The separation of A- and B-profiles from T- and U-profiles is
represented by an A/T or B/U boundary. This relationship is
illustrated vertically in Figure 1. The location of a set of A-profiles
above a set of T-profiles, separated by a commonA/T boundary,
represents the possibility of combining any pair of A- and
T-profiles, onefromeachofthetwo classes.

A similar situation exists for the B- and U-profiles. The A/T
boundaries correspond to the OSI Connectionimode Transport
Service, and the B/U-boundariesto the OSI| Connectionlessimode
Transport Service. The possibility of making the combination
arisesfromthe factthata T- or U-profileis specifiedto providethe
OSI Transport Service and an A- or B-profile is specified to use
the OSI TransportService.
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5.3.2 A/F and B/F Boundaries

The combination of an A- or B-profile with one or more F-profiles
will be selectedby the userto meetthe functional requirementsin
each case. The various general possibilities are illustrated by the
vertical relationships in Figure 1. The location of one or more
F-profiles above one or more A/B-profiles, represents the
possibility of combiningprofiles fromeachclass.

Unlike the A/T and B/U boundaries, the A/F and B/F boundaries
are not characterisedby a single service definition.
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F-Profiles Fxxnn Fxxnn Fxxnn Fxxnn

ﬁ A,B/F Boundary —

A- and B-
Profiles AMHNN | AFThN AVTNN Axxnn Bxxnn Bxxnn
ﬁ A/T Boundary b 4 B/U Boundary F
TA Group TB Group UA Group| [UB Group
T- and U-
Profiles
TATnN TA2nN TB1nn TB2nn UATNN UB2nn

NOTE - This figure illustrates logical structuring possibilities, not the interrelationships of specific identified Profiles.

Figure 1: Examples of relationships between Profiles in the OSI Taxonomy



The Application Layer base standards require, implicitty or
explicitly, the structure of information carried or referenced by
them to be specified for each instance of communication. The
combination of A-/B-profiles with one or more Fprofiles will be
selected by the user to meetthe functional requirementsin each
case. However, the choice may be subject to constraints which
canbe expressedwithin either A-/B-profiles, F-profiles, or both.

In other A/B-profiles, the Application Layer base standards
themselves constrainthe choice of presentationcontext.

Constraints may also exist within an F-profile, arising either from
its base standard, or as a result of profile creation. These
constraintswill limitthe A/B-profiles which can be usedto transfer
theinformation.

In summary, therefore, there are three forms of constraints
affectingthe combinationof A-/B- and F-profiles:

a) the choice of information to be transferred may be
constrained by the Application Layer base standards,and
possiblyfurtherconstrainedby the A-/B-profile;

b) someinterchangeand representationbase standards may
limit transferto particular Application base standards; this
choicemaybe furtherconstrainedby the F-profiles;

0 the combinations are not constrained by base standards,
but may be constrained by either A/B- or F-profiles to
achievesomegeneralfunction.

Note that, as always, in making his choice of combination, a user
must in practice take account not only of the constraints derived
from profiles, but also the capabilities implemented in the end
systems involved in each instance of communication, to support
the variousprofiles.

5.4 The Group concept for OSI Lower
Layer Profiles

The Groupconceptis usedin the Taxonomyas follows:

A Groupis a set of T- or U-profiles that are conpatible in the
sensethatan IT systemimplementing one profile fromthe Group
and another IT system implementing a profile from the same
Group can be expected to interwork, according to OSlI, to some

minimum level whichis determined by the mandatory features of
the profilesin the Group.

Interworkingaccordingto OSI meansendto-end operationacross
a single subnetwork, or across mutiple subnetworks linked by
meansof Nework (or lower) Layerrelays.

An example of a Group is the set of T-profiles that provide the
Connectionmode Transport Sewice, using Class4 Transport
Protocol over the Connedionlessmode Network Service, pro-
vided by ITUT Rec. X.233 | ISO/IEC84731. This Group has
members which correspondto different subnetwork technologies
but inteworking betweenIT systems conformingto themis made
possible by LANbridgesand/orNetwork Layerrelays.

A Groupis identified by labels of the form YXnnn,whereY is the
classidentifierand Xis a letteridentifyingthe Group.

5.5 Profile classes

5.5.1  Transport Profiles

5.5.1.1 Principles

Transport profiles define the use of protocol standards from OSI
layers 1 to 4, to providethe OSI Trangort Service.

A primary distinction is made between Transport profiles, based
onthe modeof TransportSewice offered:

O Connectiotmode TransportService:
profileclass T

O Connectionlessmode TransportService:
profile classU

For the Transport profile classification within each class, the
followingmethodologyis applied:

a) As afirstlevel distinctionthe Groupconcept
(see “5.4 The Group concept for OSI Lower Layer
Profiles is usedin the following way:

AlowerlayerGroupis a collectionof profileswhich:

« supportthe same combination of modes of Transport
andNetworkService;



« supportthe sameTransportProtocol Class(es);
Thenotionof a Groupis incorporatedin the classification.

b) The secondlevel distinction betweenprofiles, i.e. withina
Group, is made accordng to the subnework type
supported
(see “6.1.1 Taxonomy of Subnetworks'for examples of
subneworktypes).

0 Further subdivisions are made according to the
characteristics of a particular subnework, e.g., switched
versusleasedline
(see6.1.1forexamplesof suchcharaaeristics).

5.5.1.2 Transport Profile Identifier

Theidentifierfor a profilein the lowerlayersis of theform:

YXabcde
where;
Y = cass designator, indicating the Trangort Service
mode:
T for Connectionmode
U for Connectionlessmode
X = oneletterindicatingthe lowerlayer Groupwithinthe

class, as definedin “5.5.1.3 Connectionimode
TransportService: profile class T'and“ 5.5.1.4
Connectionlessmode TransportService: Profile class
Ubelow.

abcde = the structured numerical identifier indicating the
subnetworktype supportedin this profile. It is possible
that a further level of identifier may becomenecessa
ry. In gereral, when referencing a profile, only that
level of identifier which is necessary for uniqueness
heedsto be used.

The identifier structure is not meant to capture the
variety of details and options of OSl layer1 such as
attachmentspeeds and connectors. However, it is re-

cogqnizedthatthisissuemustbe covered by the appro-
priate profile specification.
5.5.1.3 ConnectionmodeTransportService: profile
classT

Based on functional standardization already under way in organi
zations represented in SGFS and on standards already
developed, the following lower layer Groups are identified as be-
ing of value. Theyare characterizedas follows:

a) ConnectionmodeTransportServiceover
ConnectionlessmodeNetwork Service:

GroupTA

The Connectionrmode Transport Service (COTS)is providedover
the Connectionlessmode Network Service (CLNS) by requiring
the use of the Class4 TransportProtocolas definedin ITU-T Rec.
X.22401SONEC8073.

NOTE- AnlIT systemimplementinga profile from GroupTAandclairing
conformanceto ITU-T Rec. X.2240ISOEC8073also hasto implementthe
mandatorytransport protocol classesfor operationover CONSas requiredby
ITUTRec.X.22401SONEC8073.

b) Connectionmode TransportServiceover
ConnectionmodeNetworkService

The Connectionrmode Transport Service (COTS)is providedover
the ConnectionmodeNetworkSerice (CONS).

Profiles of this characteristic are furthergroupedaccordingto their
requiredsupportof Trangport Protocol class(es):

mandatory(seenote 1)
transportprotocolclasses

GroupTB: 0and2 and4 (seenote?)
GroupTC: 0and2 (seenote?)
GroupTD: 0
GroupTE: 2 (seenote3)
NOTES
1 ‘Mandatory’ meansthose TransportProtocol classes made mardatory by the

basestandard,|ISO/EC8073, plus any class requiredfor Groupmenbership

2 Theclass negotiationrules to be employedare thosein ITU-T
RecommendationX.224.



3 AnIT system implementinga profile from Group TE and claimingcorform
anceto ITUT RecommendationX.224also has to implementtransport
protocolclassO0.

5.5.1.4 Connectionless -mode Transport

Service: Profile class U

a) Connectionlessmode TransportServiceover
ConnectionlessmodeNetwork Service:

GroupUA

The Connectionlessmode Transport Service (CLTS) s provided
using the ITUT Rec. X.234 0O ISOAEC8602 Connedion
lessmode Trangort Protocol. This Group supports the
mandatory operation of the ITUT Rec. X.234 I ISO/IEC8602,
overComediorlesssmodeNetworkSetvice.

b) Connectionlessmode TransportServiceover
ConnectionmodeNetwork Service:

GroupUB

The Connectionlessmode Transport Service (CLTS) is provided
using the ITUT Rec. X.234 O ISO/IEC8602 Comedion
lessmode Trangport Protocol. This Group supports the option of
the ITUT Rec. X.234 O ISO/IEC8602 that operates over
ConnectionmodeNetwork Service.

NOTE- AnlIT systemimplementinga profilefrom Group UB and claimingcon-
formanceto the ITU-T Rec. X.234 0 1SO/IEC8602 also has to implementthe
mardatory operation over CLNSas requiredby the ITUT Rec.X.2340
ISO/IEC8602.

5.5.1.5 Interworking between Transport Profile

Groups

The following tables 1 and 2 show the interworling capabilities
betweenprofiles. Table 1 showsthe interworkingbetweenprofiles
in profile class T, and table 2 shows the interworking among
profilesin profile class U. Successful establisimentof a Trangport
Connectionis dependentupon successful negdiation of parame-
ters, someof whichare not considered in the followingtables.

No interworking is possible between Groups in class T and U
becauseof the differentmode of Trangport Service provided.

Entriesin the tables havethe folowing meaning:

Full: Full OSlinterworking(an OSlrelay maybe

required(see “6.2 Relay Profiles))
Restricted: Interworkingcapabilities are restriciedin the
sensethatthe choiceof Trangort Protocol
classesmayberestricted by the static
capability of the responder. Successfulinter
workingis deperdenton the satisfacory out
comeof class negotiation.

NonOSlrelay requiredforintemworking
(seealso*“5.5.2.1Principles)

Special:

Specialrestrictionsfor inteworling exist
(see6.2.4CO/CLInterworkind.

Special 1:

Spedial2: Interworkingbetweenthese profile typesis not

contemplatedin any JTC1 work.

NOTE- Successfulinterworkingdependsnot only onthe satisfactoryoutcomeof the
transportpratocol class negotiationbut also on dynamicresporses during
transportinitiation. Suchdynamic responsescaninclude,amongstothers, re-
sporder reactionsto the offered Quality of Service (QOS)or to the specific
options requestedby the initiator.



Table1 - InterworkingamongstGroupsin class T

I
Responder in Network

Group Service mode TA B TC TD TE
TA CL full special 1 special 1 special 1 special 1
TB CO special 1 full full full full
TC CO special 1 restricted full full full
0 Cco special 1 restricted restricted full special 2
TE (6]0] special 1 restricted restricted special 2 full

Table2 - InterworkingamongstGroupsin classU

Responder in
Group UA uB
UA full special 2
UB special 2 full

5.5.1.6 Introduction to the Taxonomy of

Subnetwork Profiles

Subnetwork types are characterized by a structured numerical
identifier. The first digit of the numerical identifier classifies the
major subnetwork type being used for system interconnection
while the subsequent digits represent a subdivision of the
subnetwork type, indicating how use is made of the subnetwork
type, or describing how the subnetwork is accessed. The major
subnetworktypes, as identified by the first digit of the subnetwork
identifier, are the following:

1 PacketSwitchedDataNetwork (PSDN)

2 Digital Data Circuit

3 AnalogueTelephoneCircuit

4 IntegratedServices Digital Network ISDN)
5 Local AreaNetwork(LAN)

6 FrameRelay Data Network (FRDN)

The number of ways in which subnetworks may be implemented
and used is potentially very large. There are also cases where
one subnetwork type is used to access another subnetwork type
whichhas a highernetworkfunctionality. For example,an ISDNor
a FRDN may be used to access a PSDN which offers a higher
functionality. The subnetwork taxonomy needs to reflect such
combinations which are defined by ITU recommendations and
offeredby public networkservice providers.

Othersubnetworkvariations have beendeemedto be, in practice,
less important to the goal of end system interoperability, e.g.
some electrical and physical interfaces that are prerequisites to
subnetwork connection establishment but transparent to data
exchange. Therefore, aspects suchas line speed, connectortype,
or modem type have, in general, not been reflected in the
subnetwork taxonomy. Such requirements may be included in
actual ISPs, if consideredimportant, or this areamay be leftas a
local matterfor systeminstallation.

5.5.1.6.1 Packet Switched Data Network

The seconddigit of the subnetworktaxonomyidentifier makesthe
overall distinction as to whether the access to the PSDN is
permanent or switched. For each of these two major types of
access to the PSDN, the third digit of the subnetwork identifier
denotes the type of network used to gain access to the PSDN.
Currently defined networks for gaining accessto the PSDNare a
PSTNIline,a CSDNline, an ISDNB-channel,anda FRDN.

Except for the more complicated case of a FRDN access, the
fourth digit of the PSDN subnetwork taxonomyidentifier indicates
whether the X.25 logical channel operates on a Virtual Call or a
Permanent Virtual Circuit. In the case of switched accessto the
PSDN,only Virtual Call operationis possible.
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In the case of FRDN access to a PSDN, the fourth digit of the
subnetwork identifier indicates that a Frame Relay Permanent
Virtual Circuit (FR PVQ)is usedwhile a fifth digitindicatesthat the
PSDNis usedto providefor X.25 DTE operation.

Place holders have been left in the PSDN subnetwork taxonomy
to allow for future specification of access to the PSDN through
other means, e.g. through an ISDN D-channel or H-channel, or
throughvarious combinations of a Frame Relay service operating
overISDN.

5.5.1.6.2 Digital Data Circuit

A Digital Data Circuit is typically an X.21 based service offering
althoughother interfaces are conceivable, e.g. ITUT Rec. G.703
based service offerings. The taxonomy currentty makes no
distinctiononthis pointwhichis left to actual profile definitions.

The second digit of the subnetwork taxonomy identifier
determineswhetherthe circuitis established permanently (leased
service) or established by circuitswitching (dialup). There is no
further subdivision of the Digital Data Circuit subnetwork
taxonomyidentifier.

5.5.1.6.3 Analogue Telephone Circuit

The subnetwork identifiers for Analogue Telephone Circuits are
structuredidentically to the subnetworkidentifiers for Digital Data
Circuits, i.e. the seconddigit of the subnetworkidentifierindicates
whether the analogue circuit is established permanently (leased
service)or by circuit- switching (dialup).

5.5.1.6.4 Integrated Services Digital Network

The second digit of the ISDN subnetwork taxonomy identifier
indicates the type of service being assumedfromthe ISDN. Four
types of such service have been identified at this time; these
being permanent service (including semipemanent service),
circuitimode service, packetmode service and framerelay bearer
service.

The permanent and circuitmode services operate on ISDN B-
channels (indicated by the third digit of the subnetworkidentifier)
through which the communicating DTEs are connected
transparently. In this case, the taxonomy uses the fourth digit to
indicatewhetherthe B-channelis usedto operatethe X.25 packet
layer protocol betweenDTEs or whetherthe connectionis usedto

operate the ITUT Rec. X.233 | ISO/IEC8473 1. connectionless-
mode network protocol betweenDTEs. This last case of operating
the ITUT Rec. X.233 | ISO/IEC84731. connectionlessimode
hetwork protocol withoutan underlying X.25 protocolis applicable
only to the RA and TA groups of profiles whereas the X.25
operationoveran ISDNsubnetworkmay be usedto provideeither
the connectionimode network service or the connectionlessimode
hetworkservice.

In the case of packetimode service or framerelay bearer service
being usedfromthe ISDN, the third digit of the ISDN subnetwork
taxonomy identifier determines the type of ISDN channel being
used to access the serice. Such channels may be a
(semi)permanent B-channel, a demand access B-channel, a
D-channel, or a permanentH-channel.

For packetmodeservice or framerelay bearerservice over ISDN,
the fourth digit of the ISDN taxonomyidentifier indicates the type
of virtual path being used (Virtual Call, Permanent Virtual Circuit
or Switched Virtual Call) while the fifth digit, if present, provides
further detail on call control (with or without use of ITU-T Rec.
Q.931) or the type of DTE operation (TE1 operation for frame
relay bearerservice).

Place holders have beenleftin the ISDNsubnetworktaxonomyto
allowfor future expansionof the level of detail in operation of the
frame relay bearer service, as well as addition of a frame
switchingbearerserviceoverISDN.

5.5.1.6.5 Local Area Networks

The subnetwork identifier has only two digits where the second
digit indicates the type of LAN, no matter what protocol is
operating over such LAN. The types of LAN that are currently
recognized in the taxonomy are CSMA/CD, Token Bus, Token
Ringand FDDI.

5.5.1.6.6 Frame Relay Data Networks

The FRDNsubnetworktaxonomyis applicableto situationswhere
a FRDNis used directly for systeminterconnection. Frame relay
subnetwork technology may also be used to access a PSDN
(coveredunderthe PSDNsubnetworktaxonomy)or to operateas
a service within an ISDN (covered under the ISDN subnetwork
taxonomy).
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The second digit of the subnetwork taxonomy denotes whether
access to the FRDNis permanent (leased service) or switched
(dialup). The third digit of the FRDNtaxonomyindicates the type
of network used to access the FRDN. This may be an analogue
data circuit (PSTNIleased or dial-up) or a special FRDTS (Frame
Relay Data Transmission Service, permanent or switched
access).

The fourth digit of the FRDN taxonomy is used to distinguish
between the types of frame relay virtual connection (permanent
virtual circuit or switched virtual call) whereas a fifth digit is used
to indicate the type of terminal operation (Frame Relay TE1 as
definedby the ITUT).

Place holders have been left in the FRDN subnetwork taxonomy
to allow for future expansion of the level of detail in operation of
theframerelayservice.

5.5.2  Relay Profiles

5.5.2.1 Principles

Relay profiles define the use of standards from OSllayers 1 to 4,
to providerelayingfunctions betveen OSI Transportprofiles.

No relays exist between different profiles of different Transport
profile classes(T, U).

Relays may operate at various layers up to layer4. However,
relays operating at layer4 are not OSl relays and hence some
restrictionsor limitations may be expectedin their operation.Many
proposals for such relays have significant archtedural issues
associatedwith themrelatingto integrity, security, QOS, etc., and
the fact that an identfier has beenallocated to them does not in-
dicatethat suchissueshavebeenresolved.

5.5.2.2 Relay Profile Identifier

Theidentifierfor a Relay profileis of theform
RXp.q

where

R=  relayfunction

X= relaytypeidentifier

Thisidentifierwill cover
- thelayerat whichtherelay operates
- the service modebeing supported
- thetypeof relay
p, g=subnetworktypeidentifier

p and g may each take the value of the abcdestructured
numericalidentifier definedfor Trangport profiles. Thefully
qudified strudure need only be used where necessary
(e.g., for circumstanceswherea distinctionmustbe made
betweenLANS).

RXp.q represents a relay of type X between subnework type p
andsubnetworktypeg.

A relay RXp.qis consideredto provide the same fundionality as
RXg.punlessothemwisestated.

5.5.3  Application Profiles

5.5.3.1 Principles

Application profiles define the use of protocol stancards from OSI
layers 5 to 7, to provide for the strudured transfer of information
betweenend systems.

Each Application profile is a complete definition of the use of
protocol standards from OSl layers 5 to 7, though it may share
one or more commondefinitions of some part of its contentwith
other Application profiles.

To avoid, wherever appropriate, duplication of text related to
common parts, the concept of the Common Upper Layer
Requirements has beenintroduced. These CommonUpper Layer
Requirements can be documented in a separate ISP or part
thereof, to be referencedby using Applicationprofiles
(see'5.5.3.2 CommonUpperLayerRequirements.

Furthermore, Application profiles can build on each otherin such
a waythat one Application profile makes use of services provided
by another Application profile for  specific modes of
communication (i.e. ALD22 profile, which is based on AMH2n
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profiles and AMH2n profiles, which themselves are based on
AMHL1n profiles). The resulting combination of A-/B-profiles with
one or more underaying A-/B-profile(s) will be selected by the
user to meet the functional requirementsin each case. However,
the choice may be subjectto constraints which can be expressed
within either A-/B-profile.

In analogy with the primary distinction made between Transport
profiles, a primary distinction is made between Application
profiles, basedon the modeof TransportServicetheyrequire:

Profile class A: Applicationprofiles requiring Con
hectionrmodeTransportSewice, i.e., using
T-profiles

Profile classB: Applicationprofiles requiring Comec

tionlessmode TransportSevice, i.e., using
U-profiles

A further distinctionis based on Application categaries, relatedto
ApplicationLayerOSl standardsdefinedby JTC1 andITUT.

In addition, Application categories have beenidentified related to
the use of OSlI protocols by other Technical Committees such as
ISOTC 184 (Manufacturing Messaging) and TC46 (Library and
Documentation).

5.5.3.2 Common Upper Layer Requirements

Profiling specifications on Common Upper Layer Requirements
(CULR)describe sets of upperlayer elementsfor commonuse by
several Application profiles and are documentedin an ISP.

CULR define the commonuse of OSI standards for the session
layer, presentationlayerand part of the applicationlayer.

An ISP definingan Application profile may referencethe CULRas
the commonbasis for the selectionof optionsfor the upperlayers
and mayaddits ownrequirementsin the formof furtheradditional
choicesfor the use of the upperlayer standards.

CULR do not specify a complete profile, and therefore have no
entry within the taxonomyof this Technical Reportand no profile
identifierwill be assigned.

5.5.3.3 Application Profile Identifier

Theidentifierfor a profilein the Applicationclassis of the form:
CXYabc

where:

C = Applicationprofile class designator:

A forprofilesrequiring Connediorrmode
TransportService

B forprofilesrequiring Connediorlessmode
TransportService

XY = twoletters correspondingto the names of the primary
subdivisions. These subdivisions are taken from the
main categories of application functions and OSI ma
nagement, as identifiedas mainprgectsin JTCL.

abc = thestructurednumericalidentifierfor the member(s) of
the subdivision. It is possible that a further level of
subdyision may become necessary. Only that level of
idertifier will be used which is necessary for
uniqueness. This level may vary among application
functions(see Note).

NOTE- Anextensionhas beenadoptedfor the use by the Network Management
taxonomy,whichproposesto use alsolowercaseletters.
See*5.5.3.4.50SIManagement for details.

5.5.3.4 Introduction to the Taxonomy of

Application Profiles

5.5.3.4.1 File Transfer, Access and

Management

The profiles for File Transfer, Accessand Managementare based
onISO/EC8571. Theseprofiles are subdividedinto four classes.

The AFT1n profiles are for the file transfer service covering a
single transfer of a file or part of a file betweenthe filestores of
two end systems, takinginto accountfiles with differing complexity
of theirintemalfile structure (constraintsets).

The AFT2n profiles are for the file access service covering
repeated read/write access to files between the filestores of two
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end systems, again for files with differing complexity of their
intemalfile structure.

AFT3is a profile for the creation and deletion of files and the
management of their characteristics, and AFT4 profiles the
function to manage directories of files in the filestore of a remote
system.

5.5.3.4.2 Message Handling

The Message Handling profiles AMH1n, AMH2nand AMH3nare
based on ISO/IEC10021 and the equivalent CCITTATUT X.400
Recommendations.

The common messaging profiles (AMH1n) specify generic
requirements that are expected to be supported by all MHS
implementations. The AMHI13 profile covers the common
requirements to be supported by a UA or MS componentwhen
using the P7 protocol versions definedin ISOEC100215:1990|
ITUT X.413(1988). The AMH14 profile covers the common
requirements to be supported by a UA or MS componentwhen
using the new P7 protocol versions defined in ISO/IEC 10021-
5:1994| ITUT X.413(1995). Additionally, the AMH13and AMH14
profiles allow minimal support of content typespecific MS
attributes to be claimed if support of the corresponding content
typeis claimed.

The content typespecific profiles (AMH2n, AMH3n and further
contenttypes to be defined in the future) cover both end+o-end
UAto-UA communication(the contentprotocoland associated UA
functionality) and use of MessageHandling services (by requiring
conformance to the appropriate AMHIn profile(s) plus any
additional contenttype-specificrequirements).

The AMH24/AMH34and AMH25profiles allowan IPM/EDIMGUA
to interactwith an MSin a full and flexible mannerwithouthaving
to retrieve completemessages. The AMH24/AMH34profiles cover
the P7 protocol aspects in relation to IPM/EDIMG as definedin
ISO/MEC 100215:1990 | ITU-T X.413(1992), ISOAEC 10021-
9:1995 | ITU-T X.435(1991). The AMH?25 profile covers the IPM
P7 aspectsdefinedin the contextof the newP7 protocolversions,
as defined in ISO/IEC 100215:1994 | ITUT X.413(1995) and
ISO/IEC100217:1995] ITU-T X.420.Minimalattribute supportfor
MS access in an IPM/EDIMG environment can be specified by
claiming conformanceto AMH13and/or AMH14with an additional
claimof IPM/EDIMGcontenttype and attribute support.

5.5.3.4.3 Directory

Profiles for the Directory, based on the use of ISO/IEC9594 and
the corresponding ITUT X.500 Recommendations fall into two
classes:

- Protocoland associatedprocedures;
- Schemaand contents.

The first of these is represented by the ADInn series of profiles,
the secondby the FDInnseries
(see*5.5.4.3.4Directory Data Definitions).

Withing the ADInn series, three classes are currently defined
which relate to the protocol for accessing The Directory from
Directory User Agents, the protocol for interworking between
Directory SystemAgents within The Directory, and proceduresfor
distributedoperationof The Directory.

A fourth class is under study to handle the topic of strong
authentication- forinstancethe use of Public Key Cryptographyin
TheDirectory.

Sub-categorisation relates to support for mechanisms related to
the distinct roles of Directory User Agents and Directory System
Agents, respondersandinitiators.

A new taxonomyhas been developedfor the 1993 edition of the
Directory specifications. The ISPs developedfor the 1988 edition
of the Directory specification will be current in parallel with the
ISPs for the 1993 edition. There should therefore be no overlap
betweentaxonomyidentifiers for the two editions. The taxonomy
developedfor the 1993 edition of the Directory uses the taxonomy
identifier ADYnn.

Interoperability between profiles belonging to the ADInn series

andthe profiles belongingto the ADYnnseriesis beingaddressed
by the ADYnnprofiles.
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5.5.3.4.4 Virtual Terminal

The Application profiles for the Virtual Terminal protocol have
taxonomy identifiers of the form AVTab, in which the identifier
component a is a single digit and b is an integer that is not
restrictedto a single digit. At presentonly two values are defined
for the componenta, correspondingto the two modes of operation
of the Virtual Temminal Basic Class protocol specifiedin ISO9041-
1. These are the asynchronous mode (A-mode) and the
synchronous mode (S-mode) of operation. Other values of the
component a are reserved for future developments that may
specify additional modes of operation within the Basic Class, or
additional classes of operation of the Virtual Temminal protocol
besidesthe Basic Class.

The Virtual Teminal protocol also makes use of Interchange
Format and Representation Profiles. An introduction to the
taxonomy of these profiles is givenin “5.5.4.3.5 Virtual Terminal
Environment

5.5.3.4.5 0SI Management

The taxonomy identifiers for OSI Management are of the form
AOMabc.e

Thefirst digit of the taxonomyidentifier, a, identifies the nature of
profileswithin OSIManagement:

AOMIbc are the Management Communications profiles, i.e. the
profiles that specify the use of the OSI Upper layers and CMIP
protocol. Within AOM1bc profiles, the second digit, b, identifies
Management Communications profiles offering different support
levels of the OSI managementcommunicationsfeatures.

AOM2bcare the SystemsManagementFunctions profiles, i.e. the
profiles that specify the use of Systems Management Functions
as defined in ISONEC10164 series and corresponding ITU-T
X.700 Recommendations. Within AOM2bc profiles, the second
digit, b, identifies separate Management functionalites or
capabiltes such as Performance or Security. These
functionalities can undergo one or more levels of refinementand
grouping, with identifiers in the form AOM2ah.e. For these
taxonomyidentifiers, a value of 1" in positions ¢, d or eindicates
a "general" profile, i.e. a profile that represents a grouping of
functionalities which is of a general applicability nature and
includes all detailed capabilities associated with other values of
the taxonomyidentifierin the same position.

In the area of Network Managementit is probable that the use of
numerical identifiers alone would limit the substructuring of the
taxonomy.lt is therefore plannedto use alphanumericalidentifiers
in the sequence 1, 2, ...., 8, 9, a, b, ...., y, z. Only lowercase
letters shall be used and the lower case letter "' has to be
avoided.

5.5.3.4.6 Transaction Processing

The first level of the Taxonomy substructure corresponds to the
definition of the three conformanceclasses definedin the OSI TP
standard. The secondlevel correspondsto the selectionbetween
Polarized Control and Shared Control for each of the
conformanceclasses.

5.5.3.4.7 Remote Database Access
(forfurtherstudy)
5.5.3.4.8 Manufacturing Messaging

The Manufacturing Message Specification allows interworking of
variousequipmentsuchas computersand programmabledevices
withinthe manufacturingenvironment. It residesin the Application
Layer of the OSI Reference Model and uses an object modelling
approachfor the description of manufacturing applications. MMS
definesa set of messagessuitablefor the manipulationof the real
devicesin the manufacturingenvironment.

MMS has evolvedinto a multipart ISO standard, ISO9506. Parts
1and2, knownas the core, describe the modellingapproach,the
syntax and semantics of the service and protocol. Additional
parts, known as the companion standards, describe the
extensions of the core for specific application areas, for example
numerical controllers, robot controllers and process control
systems.

5.5.3.4.9 Library and Documentation

The Library and Documentation (ALD) profiles are based on
ISO/IEC10163 Search & Retrieve (SR) and ISO/IEC10161
Interlibrary Loan (ILL) protocols. These specifications for SR and
ILL enable interworking between IT systems supporting services
for organizations such as libraries, informatin utilities and union
cataloguecentres.
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SR is intended for use by IT systems supporting information
retrieval services. SR provides capabilities for an IT system to
search a database in another open system for a record and
receivea resultsetof recordsin response.

ILL is intendedfor use by IT systems supporting interlibrary loan
services. These may participate in an interlibrary loan transaction
in the role of a requester (i.e. an initiator of ILL requests),
responder (i.e. a provider of bibliographic material or information)
andfor intermediary (i.e. an agent that acts on behalf of a
requesterto find suitable responders).

5.5.3.4.10 Document Filing and Retrieval

Functional Standards for ISO/IEC 10166 DFR are required in
order to satisfy the market needs of interactive access to
documents stored in office and library systems. This approach
covers the most urgent needs of open documentinterchangefor
the office systemsin the markettoday.

The market requires open access to office libraries and archives
in a heterogenous environment, i.e. interchange of documents
accross domains using open standards. Existing products are
specifically designed to the needs of their application areas.
Therefore they support only parts of the basic DFR functionality,
however, providing extendedfunctionality for the domainthey are
designedfor. In orderto ensurea DFR basedintegrationof these
productsin a heterogeneousoffice joint functional subsets of DFR
haveto be defined.

The functionality covered by DFR is currently implemented by a
wide variety of products supporting a subset of the DFR
functionality, namely:

- accessto manualsonline

- accessto projectdocumentation

- documentarchivesandretieval systems

- databasestailoredfor the storageofimagesor forms
- distributedfile systems

DFR functional standards provide the common subset of the
different systems - offering a unified access protocol to these
different applications, flexible enoughto provide the functionality
concemed with the storage and archiving requirements of the
differentoffice systems.

Besides native DFR implementations gateways may be used. A
gateway maps the intemal protocol of the client applications in
one domainto the DFR protocol, therefore allowingapplicationsto
accessother DFR sotres connectedto the network. Alsothe DFR
protocolis mappedto the intemal protocol, allowing outside DFR
client applications to use the data stored within the domain. If
required the information content may be converted to a
standardized format within the gateway. To use existing
applications without modifications to the greatest extent possible,
functionallevels haveto be introducedin the DFR protocol.

Thefollowingsubstructure of the taxonomyhas beenchosen:
a) CommonFilingand Retrieval (ADF1n)

In many offices, some document stores and terminals
such as personal computers are connected by network.
However, one terminal can not access to all document
stores on the network, because there are many kinds of
protocols between document stores and terminals. The
market needs interactive access to all multivendors’
document stores on the network. Therefore DFR
Functionalstandardsare required.

b) RemoteStore Management(ADF2n)

Thereis a need of having functional profiles oriented to
the management of a document store from remote
applications.

An example of this kind of applicationis when a user is
provided with the ability to handle a document store and
manipulate, remotely, a selected document. For the
selection of the document and hte handling of the store,
DFR is needed. For the inner manipulation of the
documents, a second standards for inner manipulation of
the documentis necessary. For example, if documents
follow the ODA standard structure, the ODA Abstract
Interface  for Manipulaton, combined with a
communicationmechansism,could be used.

The Remote Store Management‘profiles are oriented
towards:

- remote manipulation of the remote store structure, without
reading documents or creating new ones, because all
documentmanipulationis performedat the server;
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— remote handling of DFR objects for further manipulation of
selected documents by other applications that know the
structureof the document.

All ADFnn profiles are defined hierarchically, with ADFn1 having
the lowest functionality, ADFn2 including the functionality of
ADFnl,etc.

5.5.3.4.11 Interactive Manipulation of ODA

Documents

This taxonomy (AOD) specifies profiles for the remote interactive
manipulation of ODA documents. The profiles will specify
constraints on the ODA manipulation operations, as specified in
[1], and onthe communicationprotocolsto use.

The taxonomyis based first on the communication protocols to
use:

- AOD1nprofiles: DTAMDMserviceand protocol [2]
— AOD2nprofiles: MHS servicesand protocols 3]

Then, a second level of structure is the subset of manipulation
operations used. The different aspects of the Abstract Interface
(Al) for the manipulation of ODA documents [1] and related
communications standards, DTAMManipulation[2] and MHS[3],
that will be considered when developing profiles for interactive
ODAmanipulationsare:

- Whichoperationsto implement,

- whichrestrictionsto applyto the arguments and results of the
allowed operations. Arguments and results have a direct
relationsship with the use of the mechanism for
identificationof ODAdocumentfragments[4];

- whicherrorsto support,

- whichapplicationcontextsto use.

Other aspects of the manipulation process should be considered
in the applications using the profiles, but not in the profiles
themselves. Thesemayinclude:

- Whichmanipulationrules should be used:
- whichDFRprofiles shouldbe used.

[1] ITUT Recomendation T.413 | ISO/IEC 86133, Abstract
interfacefor the manipulaitonof ODAdocuments;

[2]ITU-T Recommendations T.435 and T.436, DocumentTransfer
and Manipulation - Document Manipulation - Service and
Protocal;

[3] CCITT X.400 series of Recommendations | ISO/IEC 10021,
Message Handling System| Message Oriented Text Interchange
System(MOTIS);

[4] ITUT Recommendation T.422 | ISO/EC 861312,
Identificationof documentfragments.

5.5.4 Interchange Format and
Representation Profiles

5.5.4.1 Principles

Interchange Format and Representation Profiles define the
structure andjfor content of the infomation being interchanged by
Application profiles. Hence, the main feature which distinguishes
them from Application profiles is the absence of a trander
function.

Currently, only interchangeformats definedin standards prepared
by JTC1/SC18,SC21,SC24and ITUT StudyGroup7 and 8 are
included.

5.5.4.2 Interchange Format and Representation

Profile Identifier

The identifier for a profile in the Interchange Format and
Representationclassis of the form:

FXYabc

where:

F = InterchangeFormat

XY = twoletters correspondingto the names of the primary
subdivisions.

abc = thestructurednumericalidentifierfor the menber(s) of

the subdision. It is possible that a further level of
subdivision may become necessary. Only that level of
identfier will be used which is necessary for unique
hess. This level may vary amongthe primary subdivi
sions.
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5.5.4.3 Introduction to the Taxonomy of
Interchange Format and Representation
Profiles

5.5.4.3.1 Open Document Format

The OpenDocumentFormat(FOD) profiles corsist of a hierarchy
of related ODA Document Application profiles supporting
formatted, as well as, processable documents and image
applications.

The structure of the Open Document Format (FOD) profile
Taxonomyconsists of three levels of subdiviion: a, b and c and
will havethe appearanceof FODabc

O Level a reflects the source of application or use and two
initial values are proposed:

0 Documentprocessingapplications
1 Imageapplications

O Level b reflects the hierarchically related complexity and
functionality of the document structures and provides for
threevaluesas currentlydefined:

1 SimpleDocumentStructure
2 EnhancedDocumentStructure
3 ExtendedDocumentStructure

The Simple Document Structure is intended to address
the general requirements of curent word processing
applications. The Erhanced Document Structure is
intended to address the general requirements of
emerging word processing applications that have been
enhanced from the earlier, simple document structures
supported by current word processing applications. The
Extended Document Structure is intendedto addressthe
general requirements of emerging personal publisting,
documentprocessingapplications.

0 Level c reflects the combination of cortent architectures
supported and four values as currently defined (see note
2):

1 CharacterContentArchitectureonty.
2 RasterGraphics ContentArchitectureonly.
3 GeometricGraphics ContentArchitectureonty.

6 Character, Raster Graphics and Geometric Graphics

ContentArchitectures.

NOTES

1 Fora givenprofile all threelevels should be specified.

2 Othervaluesmaybe addedas additional ISPs with differentcontent
architecturesare developed.

5.5.4.3.2 Computer Graphics Metafile

Interchange Format

The CGM Format (FCG) profiles support the interchange of

picture information. Profiles fit within the conceptual model shown

in the figure below. This shows profiles being describedwithinthe

model by the complexity of the problemand by the CGMversion
increasing A

(as definedin the base standard).
problem
size . 3)

1 2 3
CGMVersion

Thefollowingprofiles are definedand are describedon the model
shownin the figureabove:

(1) FCG11  Basic Scientific and Technical Graphics (BST);
e.g. business presentation graphics, simple desk
top publishing;

(2) FCG23  Advanced Scientific and Technical Graphics
(AST); e.g. CAD, mapping, earth sciences;

(3) FCG32 Basic Presentation and Visualization (BPV); - the
model profile from the CGM standard, e.g.
graphicsarts, highend desktop publishing;

(4) FCG33  Advanced Presentation and Visualization (APV);
e.g.imaging, scientific visualization.

5.5.4.3.3 SGML Interchange Format

(forfurtherstudy)
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5.5.4.3.4 Directory Data Definitions

The Directory Data Definition Format (FDI) profiles specify the
properties of Object Classes, Attribute Types, and Attribute
Syntaxes related to the use of the Directory Application profiles
(ADInn - see “5.5.3.4.3 Directory). Two types of usage are

covered- commonusage relevantto all such cases, and specific
usagerelevantto particular Applicationprofiles.

Similarly to the profiles for the Directory, a new taxonomy has
been developed for the 1993 edition of the Directory
specifications. The ISPs developed for the 1988 edition of the
Directory specificationwill be currentin parallel with the ISPs for
the 1993 edition. There should therefore be no overlap between
taxonomy identifiers for the two editions. The taxonomy
developedfor the 1993 edition of the Directory uses the taxonomy
identifier FDYnn.

5.5.4.3.5 Virtual Terminal Environment

The Interchange Format and Representation profiles for the
Virtual Terminal protocol have taxonomy identifiers of the form
FVTabg in which the identifier components a and b are single
digits and cis an integerthatis not restrictedto be a single digit.
Each taxonomy entry corresponds to an information object that
may be referencedin a particular instance of communication by
the Virtual Terminal Basic Class protocolspecifiedin ISO9041-1.

The specifications of these information objects are subject to
registrationin accordancewith ISO/IEC9834. Two of the parts of
ISO/IEC9834, namely parts 4 and 5, concem registration
procedures that are specific to the Virtual Teminal service and
protocol. The three values defined in the identifier componenta
distinguish between the object types that are subject to one of
these specific procedures and the object types that are subjectto
the generalregistrationproceduresof ISO/IEC9834-1.

The significance of the identifier component b differs accordingto
the value of the component a The objects registered in
accordancewith ISOIEC98344 are VTEprofilesthatare specific
to one of the two modes of operation of the Virtual Terminal Basic
Class protocol. The componentb distinguishesbetweenthesetwo
modes. The objects registeredin accordancewith ISO/IEC98345
are control object type definitions, each of whichis entered into
one of a number of sub+egisteres defined by these registration
procedures. The component b distinguishes between these
different sub+egisters. The Virtual Terminal service defined in
ISO9040 also identifies a number of other object types that are
subject to registration under the general procedures of
ISO/IEC98341. For these, the component b distinguishes
betweenthese differenttypes of object.

5.5.4.3.6 Character Sets

Taxonomy identifiers for character set profiles are of the form
FCSah The first level, FCSa, represents the top level
categorizationof characterset profiles. To date, only one category
has been identified - Code Structures. Other categories may be
added as the result of future study. Within code structures, the
secondlevel, FCS1b, correspondsto the differentclasses of code
structure. To date, two classes are identified. Further classes may
be added. Within each class a number of options may be
identified. Each option may identify a type of use which may be,
forinstance,dependenton a particularregionof the world.

5.5.4.3.7 Medical Image Interchange

The FMI1 branch includes profiles which are suited to encoding
single instances of medical digital images. These would be
combined with other related digital images and associated non-
imageinformationby applicationspecific means.

The FMI2 branch includes profiles which explicitly provide for
multiple related digital images and related information, such as
would be obtained in a typical medical examination. The
relationship betweenthe imagesis not defined. For example, they
mightbe allimagesfroma given series of examinations, or multi-
bandimages correspondingto the samemomentin time.
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The FMI3 branchspecifies profiles for multiple relatedimageswith
related data and graphics, where individual images may be
annotated with text andfor overlaid with other digital images
andjor graphics to indicate, for example particular Regions of
Interest in the underlying digital image. The overays and
annotationsare notintrinsically boundto the image, althoughthey
mustalways occupythe samedisplay spacerelative to theimage
coordinates. Thus it will still be possible after image transfer to
display the digital image either with or without the overlaid
information.

The FMI4branchof the taxonomyspecifies Multimediaprofiles.

The FMI5 branch of the taxonomy specifies profiles for
representingMovingimages.
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6 Taxonomy of Profiles

OSI profile identifiers are structured in accordance with the
general OSE taxonomy defined in ISOAECTR 100003. Thus,
an OSl profileidentifiercomprises:

» thesuffix*C'(fora CSlprofile) 2
 a root mnenomic which is a character string commencing
with one letter that indicates the primary class of the
profile;
+ analphanumericstringthatis as longas necessaryto reflect
the position of the profile withinthe hierarchicstructure.

The syntax of all but the first letter is subject to individual
definitions.

For historical reasons ISPs exist which use profile identifiers
withoutthe suffix “C-ISPs using these profile identifiers remain
valid. In case of existing ISPs, the suffix “C'will be addedwhen
revisions or maintenance occurs. New ISPs containing OSI
profileswill includethe suffix“C:

Theinclusionof a profilein this clauseis purely for the purpose
of assigning a unique, meanindul idertifier. It should be noted
that the inclusion of a profile identifier in this clause does not
imply that such a profile has been developed or is under
development. For such information, see the "Directory of ISPs
and Prdfiles containedtherein” (StandingdocumentSD-4).
Furthermore, additional details of the functionality addressedby
a specific taxonomy entry can be found in the Executive
Summaryof the profile, whichis includedin SD4.

6.1 Transport Profiles
6.1.1 Taxonomy of Subnetworks

The following Taxonomy classifies subnetworks and, where
existing, different modes of operation over a particular
subnetwork, to providethe OSI Network Service. The Taxonomy
is usedin all Trangport profile Groups, unless otherwise stated.

2 This suffix is omitted in the description of the OSI taxonomy in this part of
ISO/IEC TR 10000.

abcde Subnetwork Type

1 Packer SwircHep Data Network (PSDN)
11 PemanentAccessto a PSDN

111 PSTNleasedline

1111 Virtual Call (VC)

1112 PemanentVirtual Circuit (PVC)
112 Digital data circuit/ CSDNleasedline
1121 Virtual Call (VC)

1122 PemanentVirtual Circuit (PVC)
abcde SubnetworkType

113 ISDNB-channel, permanent
1131 Virtual Call (VC)

1132 PemanentVirtual Circuit (PVC)
114 ISDNH-channel, permanent

115 ISDND-channel3

116 FrameRelay DataNetwork (FRDN)
1162 FrameRelay PVC®

11621 X.25operation, Virtual Calf 7 ¢
12 SwitchedAccessto a PSDN

121 PSTNCase

1211 Virtual Call (VC)

3 also includes the semi-permanent case.

4 for further study.

5 It is for further study that the profiles make a distinction between the cases
when the Frame Relay connection is established over a circuit- switched
connection and when the Frame Relay connection is established using the
frame relaying capabilities of the FRDN.

6 This profile may be replaced with the following profiles: X.25 DTE
operation, VC ; X.25 DTE operation, PVC

7 In case of X.25 DTE, it is for further study that the profiles make a
distinction between the case when an ISO/IEC 7776 frame is encapsulated
within LAPF frame and the case when ISO/IEC 8208 operates directly over
LAPF using the generic multiprotocol encapsulation method..

8 It is for further study that the profiles make a distinction between the cases
when access to PSDN is by port access or by call control mapping.
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122 CSDNCase

1221 Virtual Call (VC)

123 ISDNB-channelCase

1231 Virtual Call (VC)

2 DaitaL Data Greur

21 Leased(Permmanent)Service
22 Diatup (CSDN)

3 AnaLocue TeLePHONECIRCUIT

31 Leased(Permmanent)Service
32 Dialup (PSTN)
4 INTEGRATED SERVICES DiGITAL NETWORK (ISDN)
41 PemanentService

3
411 B-channel
4111 X.25DTEto DTEoperation
4112 CLNSDTEto DTEoperation
42 CircuitmodeService
421 B-channel
4211 X.25DTEto DTEoperation
4212 CLNSDTEto DTEoperation
43 PacketmodeService
431 D-channelaccess

4311 Virtual Call (VC)

43111 withoutuse of Q.931
43112 withuseof Q.931

4312 PermanentVirtual Circuit (PVC)
abcde SubnetworkType

432 B-channelpermanentaccess?
4321 Virtual Call (VC)

43211 withoutuse of Q.931
43212 withuseof Q.931

4322 PermanentVirtual Circuit (PVC)

433 B-channeldemandaccess

4331 Virtual Call (VC)

44 FrameRelayBearerService (FRBS)

442 B-channel, permanent

4423 FrameRelayPVC

44231 TE1operatiort

444 H-channel, permanent

4443 FrameRelay PVC

44431 TE1operation

9

5 LocaL Area NETWORKS

51 CSMA/CD

52 TokenBus

53 TokenRing

54 FDDI

6 Frame Retay Data Network (FRDN)

61 Pemanentaccess

612 FrameRelay Data TransmissionService
(FRDTS),pemmanentaccess

6122 FrameRelay PermanentVirtual Connection

61221 TE1to TE1operation”

6.1.2 Transport Groups

TA  GroupTA:COTSoverCLNS

Forthe detailed subnetwork Taxonomy
see“6.1.1 Taxonomyof Subnetworks'

9 AFrameRelay TELis definedas a Terminal Equipmentthatoperatesany Layer3
protocol (probably X.25 PacketLayer Procedures(PLP) or X.25 Data TransferPhase(DTP)
as candidatesamongmany others) overthe corefunctions of Q.922.An X.25 Data Terminal
Equipment(DTE)is a DTEthat operates X.25 PLPor X.25 DTPin Layer3 of datatransfer.
Therefore,"X.25DTE operation"is consideredas a special case of "TE1operation"andthis
profile may be replacedwith the following profiles: TE1 operation; X.25 DTE operation.

10 This profile may be replaced with the following profiles: TE1 operation to
TE1 operation; X.25 DTE to X.25 DTE operation, VC; X.25 DTE to X.25 DTE
operation, PVC.
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B

TC

D

TE

UA

uB

6.2

6.2.1

GroupTB: COTSover CONS:
with mandatory TransportProtocol
Classes:0and2 and4

Forthe detailed subnetwork Taxonomysee6.1.1.

GroupTC: COTSover CONS:
with mandatory TransportProtocol
Classes:0and?2

Forthe detailed subnetwork Taxonomysee6.1.1.

GroupTD: COTSover CONS:
with mandatory TransportProtocol
Class:0

Forthe detailed subnetwork Taxonomysee6.1.1.

GroupTE: COTSover CONS:
with mandatory TransportProtacol
Class:2

Forthe detailed subnetwork Taxonomysee6.1.1.
GroupUA: CLTSover CLNS

Forthe detailed subnetwork Taxonomysee6.1.1.
GroupUB: CLTSover CONS

Forthe detailed subnetwork Taxonomysee6.1.1.

Relay Profiles

Relaying the Network Internal Layer
Service, as defined in ISO/IEC 10028

Relayingthe Connectionlessmode Network Service

Forthe subnetworkidentifiersp, q (as definedin “5.5.2.2
RelayProfile Identifieff see the detailed sub network
Taxonomyin “6.1.1 Taxonomyof Subnetworks'

RB

6.2.2

RC

6.2.3

RD

RE

Relayingthe ConnectionmodeNetwork Service

Forthe subnetworkidentifiers p, q (as definedin “5.5.2.2
RelayProfile Identifielf see the detailed sub network
Taxonomyin “6.1.1 Taxonomyof Subnetworks

Network Layer Protocol Relaying

X.25ProtocolRelaying

An approachfor this type of relay could be as suggested
in ISO/IECTR 10029.

Forthe subnetworkidentifiers p, q (as definedin “5.5.2.2
RelayProfile Identifieff see the detailed sub network

Taxonomyin “6.1.1 Taxonomyof Subnetworks'

Onlythe followingsubnetworktypeidertifiers are valid:
11n,21n,31n,41n,43111,4312,43211,4322,5n.

Relaying the MAC Service

Relayingthe MACService usingtransparentbridging
Forthe subnetworkidentifiers p, q (as definedin “5.5.2.2
RelayProfile Identifielf see the detailed sub network

Taxonomyin “6.1.1 Taxonomyof Subnetworks

Only subnetworktypeidentifiers of the form 5n are valid
forusewithRDrelays.

Relayingthe MACService using sourcerouting
Forthe subnetworkidentifiers p, q (as definedin “5.5.2.2
Relay Profile Identifieff see the detailed sub network

Taxonomyin “6.1.1 Taxonomyof Subnetworks

Only subnetworktypeidentifiers of the form 53 and 54
arevalid for usewith RE relays.
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6.2.4

RZ

CO/CL Interworking

RelayingbetweenConnectionlessmodeNetwork
Serviceand Connectiotmode Network Service

Thefinal positionin the Taxonomyandthe substructure
of this relaytypeis for furtherstudy.

Anapproachfor this type of relay could be as suggested
inISO/ECTR 10172.

6.3  Application Profiles

6.3.1 File Transfer, Access and
Management

AFT  File Transfer, Accessand Managament

ab Substructure

1 FiLe TRANSFER SERVICE

11 Simple (Unstructured)

12 Positional (Flat)

13 Full (Hierarchical)

2 FiLe Access Service

22 Positional (Flat)

23 Full (Hierarchical)

3 FiLe ManaGEMENT SERVICE

4 FiLESTOREMANAGEMENT SERVICE

6.3.2

AMH

abc

11
111
112
12
13
14

21
22
23
24

25

31
32

33
34

Message Handling
MessageHandling
Substructure

CommoN MESSAGING

MessageTransfer(P1)
Normmalmode
X.410(1984)mode

MTSAccess(P3)

MSAccess(P7)

MS94 Access(P7)

INTERPERSONAL MESSAGING (IPM)

IPM Content

IPMRegquirementsfor MessageTransfer(P1)
IPMRequirementsfor MTS Access (P3)
IPMRequirementsfor EnhancedMS Access
(P7)

IPMRequirementsfor EnhancedMS 94 Access
(P7)

EDIMessacing (EDIMG)

EDIMGContent

EDIMGRequirementsfor Message Transfer
(P1)

EDIMGRequirementsfor MTSAccess(P3)
EDIMGRequirementsfor EnhancedMS Access
P7)
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6.3.3 Directory

6.3.3.1 Edition 1988

ADI  Directory

ab Substructure

1 DrecTorYAccess

11 DUASupportof Directory Access

12 DSASupportof DirectoryAccess

2 DRReCTORY SYSTEM

21 DSAResponderRole

22 DSAlnitiator Role

3 DisTrIBUTED OPERATIONS

31 DUASupportof Distributed Operations
32 DSASupportof DistributedOperations
4 DRecTorY UsE OF STRONG AUTHENTICATION

41 Specific Digital SignatureSchemes

6.3.3.2 Edition 1993

ADY Directory

ab Substructure

1 DUA Basic FuncTionaLTY

11 DUASupportof Directory Access

12 DUA Supportof Distributed Operations
2 DSA Basic FuncTionaLmy

21 DSASupportof DirectoryAccess

22 DSASupportof DistributedOperations
4 Securmy CaPABILITIES

41 DUAAuthenticationas DAPinitiator
42 DSAAuthenticationas DAPresponder
44 DSA Authenticationfor DSP

44 DSASimple AccessControl

45 DSABasic AccessControl

51
52
53

61

62

63

71
72
73

6.3.4

SHADOWING CAPABILITIES

ShadowingusingROSE
ShadowingusingRTSE
Shadowingsubset

DIRECTORY ADMINISTRATIONAND MANAGEMENT

Administrativeareas

Establishmentand utilisation of shadowing
agreements

Schemaadministrationand publication

Drectory OperaTioNAL BINDING MaNAGEMENTPROTOCOL
(DOP) CaBAlLITIES

ShadowingOperational Binding
Hierarchical Operational Binding
Non-specific Hierarchical Operational Binding

Virtual Terminal

AVT  Virtual Teminal

ab

1

11
12
13
14
15
16

ab

21
22
23
24
25

Substructure

Basic Ciass (A-mopg)

A-modeDefault

Telnet

Scroll

ITUT X.3PADInterworking
Transparent
GeneralizedTelnet

Substructure

Basic CLass (S-vopg)

S-modeDefault
Forms

Paged
Enhanced" Forms
EnhancedPaged

11 The "enhanced" entries are placeholders for the addition of facilities which

will be specified in the forthcoming second addenda to the Basic Class Virtual

Terminal standards. These include

specifically "ripple" editing functions.
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6.3.5

0S| Management

AOM  OSIManagement

abcde

11
12

20
21

211
212

213

22

221

23

231

Substructure

MaNAGEMENT COMMUNICATIONS

Basic ManagementCommunications
EnhancedManagementCommunications

MaNaGEMENT FUNCTIONS

SuperCombinations*
ManagementCapabilities

GeneralManagementCapabilities

AlairmReportingand State Management

Capabilities

AlairmReporting Capabilities
EventReportManagement

General EventReportManagement

Log Control

GeneralLog Control

12 The identification of these profiles is for further study.

24 Security

241 General Security Capability

242 Security ManagementCapabilities

2421 General Security ManagementCapability

2422 Security AlaimReporting Capabilities

2423 Security Audit Trail Capabilities

243 Security Servicesand Mechanismfor

Management

2431 General Security Servicesand Mechanisms
for Management

2432 AccessControl

24321 GeneralAccessControl

24322 ltemrules AccessControl List

24323 ltemrules Security Labels

24324 ltemrules Capability List

24325 Globalrules Access Control List

24326 Globalrules Security Labels

24327 Globalrules Capability List

abcde Substructure

25 Performance

251 General Performance

252 MetricObjects

2521 GeneralMetric Capability

2522 Monitor Metric Object

2523 MeanMonitor Metric Object

2524 AlgorithmIndicatingMeanMonitor Metric
Object

2525 Moving Average MeanMonitor Metric Object

2526 Meanand Variance Monitor Metric Object

2527 Meanand Percentile Monitor Metric Object

2528 Meanand Min MaxMonitor Metric Object

253 SummarizationObjects

2531 General Summarization Capability

2532 Simple ScannerObject

2533 DynamicSimpleScannerObject

2534 HeterogeneousScannerObject

2535 BufferedScannerObject

2536 MeanScannerObject

2537 MeanVarianceScannerObject

2538 Percentile ScannerObject

2539 MinMaxScannerObiject
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6.3.6 Transaction Processing

ATP  TransactionProcessing

ab Substructure

1 APPLICATION SUPPORTED TRANSACTIONS

11 Polarized Control

12 SharedControl

2 ProvipER SupPORTED UNCHAINED TRANSACTIONS
21 Polarized Control

22 SharedControl

3 Proviper SupPORTED CHAINED TRANSACTIONS
31 Polarized Control

32 SharedControl

6.3.7 Remote Database Access

ARD RemoteDatabaseAccess

ab Substructure

(to be studied)

6.3.8 Manufacturing Messaging

AMM  ManufacturingMessaging

ab Substructure®

1 GENERAL APPLICATIONS

11 MMS General ApplicationBase Profile

2 Rosot CONTROLLER APPLICATIONS

21 Rogot ConTroLLERAPPLICATION Base ProrLe

3 NumERICAL CONTROLLER APPLICATIONS

31 NuMERICAL CONTROLLER ApPLICATION Base ProFILE™
4 Procravmast ELoGic CONTROLLERAPPLICATIONS

5 Process INDUSTRIES APPLICATIONS

6.3.9 Library and Documentation

ALD Library, Documentation

ab  Substudure
SearcHanD RETrIEVE(SR)
11 ACSE
2 INTERLIBRARY Loan (ILL)
21 ACSE
22 Storeand+orward (IPMS})°

13 Further refinement of the substructure, beneath this level, to increase the
granularity of the profile classification, is for further study.

14 This taxonomy entry has been added, based on a contribution from
ISO/TC 18/SC 5/WG 2, which seems to reflect a significant level of approval,
although it has not been formallly approved and is therefore included
provisionally.

15 Further refinement of the substructure, beneath this level is for further
study.

16 This A-profile is intended to be used "over" AMH2x profiles.

This combination of A-profiles is an extention of the concept of A-profiles,
which also has been reflected in section 5.5.3.1.
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6.3.10 Document Filing and Retrieval
6.4.1 Open Document Format

ADF  DocumentFilingand Retrieval
FOD OpenDocumentFormat

ab Substructure
abc Substructure”
ADF  DocumentFilingand Retrieval 0 DocUMENTPROCESSNG APPLIGATIONS
1 1 Corr:jmonFlllng and Retrieval 01 Simple DocumentStructure
Rea .(.)nly 011 Charactercontentarchitectureonly
12 Archiving
13 DocumentStore Manipulation 02 EnhancedDocumentStructure
2 REMOTE STORE MANAGEMENT 026 Character, Raster Graphicsand Geametric
21 SimpleManagement Graphics contentarchitecture
22 Full Management
03 Extendeddocumentstructure
6.3.11 Interactive Manipulation of ODA 036 Character, Raster Graphicsand Geametric
Documents Graphicscontentarchitecture
AOD Interactive Manipulationof ODADocuments
1 IMAGE APPLICATIONS
ab Substructure
40— -USTUCUR 11 Simple DocumentStructure
112 Raster Graphics contentarchitectureonly
1 DTAMsasep ProFILES
11 DTAM/ Readonly 12 EnhancedDocumentStructure
12 DTAM/ Insert 126 Character, RasterGraphicsand Geametric
13 DTAM/ Manipulation Graphicscontentarchitecture
2 MHSgaseD PrRoFILES 6.4.2 Computer Graphics Metafile
23 MHS/ Manipulation Interchange Format
6.4 Interchange Format and FCG ComputerGraphics Metafile Interchange Format
Representation Profiles
ab Substructure
The particular classification of the F-profiles in the context of
OSE:is for further study. For historical reasonsthese profiles are 11 Basic ScienmiFic anp TecHNICAL GRaPHICS
consideredOSl profiles. (BST)
23 Apvanced ScientiFic AND TEcHNICAL GrRarHICS (AST)
For historical reasons ISPs exist which use profile identifiers 32 Basic PRESENTATIONAND VisUaLiZATION
without a suffix. These ISPs and profile identifiers remain valid. BPV)
New ISPs and profile identifiers containing Interchange Format 33 ADVANCED PRESENTATIONAND VISUALIZATION
and Representation profiles will include the appropriate suffix. (APV)
For existing ISPs the suffix will be added when revisions or
maintenanceoccurs. 17 The FOD Taxonomy has been changed from two to three levels of
subdivision.

Since the currently defined profiles (FOD11, FOD26, FOD36) are all intended
for document processing applications, they will be referred to as FODO11,
FOD026, FODO036.
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6.4.3 SGML Interchange Format 6.4.4.2 Edition 1993 *

FSG SGMLDocumentinterchangeFormat FDY  DirectoryDataDefinitions
ab  Substucure ab  Substrucure
(tobe studied) 1 Scrav
11 CommonDirectoryUse
6.4.4  Directory Data Definitions 12 Directory SystemSchema
6.4.4.1 Edition 1988 2 MHSUse O Tt DRECTORY
FDI  DirectoryDataDefinitions
3 FTAMUsEe Or The DRecTORY
ab Substructure
4 TP Use Or Tre Drectory
1 CommonDrecTorvUse 41 BasicNamingand Addressing
42 TPSUcharacteristics
43 Applicationcharacteristics
11 Normal
12 StrongAuthentication®
5 VT Use Or THe DRecTORY
2 MHSUse Or The DRecTorY
6 EDI Use Or THe DRecTORY
3 FTAMUsEe Or Tre DRECTORY
6.4.5 Virtual Terminal Environment
4 TP Use Or Tre DReCTORY
41 BasicNamingand Addressing FVT  Virtual Terminal RegisteredObjects
42 TPSUcharacteristics
43 Applicationcharacteristics abc  Substucure
5 VT Use O Tie DIRECTORY 1 Basic Ciass VTEPRoFILES
6 EDI Use Or THe DIRECTORY 11 A-mode
111 Telnet
112 Scroll
113 ITUT X.3PADInterworking
114 Transparent
115 GeneralizedTelnet
19 The harmonization process among the workshops is not completed.
18 The use of strong authentication in distributed operations is for further Given the minor difference between the FDI and the FDY taxonomy, It may
study. not be necessary to have a FDY taxonomy.
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12 S-mode

121 Forms

122 Paged

123 EnhancedForms

124 EnhancedPaged

2 Basic Giass ControL Og jECTS

21 Miscellaneous

211 SequencedApplication

212 UnsequencedApplication

213 SequencedTeminal

214 UnsequencedTerminal

215 ApplicationRIORecordLoading
216 TeminalRIO RecordNotification
217 Horizontal Tabulation

218 Logicallmage

219 StatusMessage

abc Substructure

2110 Entry Control

2111 Waiting Time

2112 Printer

2113 Field Definition Management
2114 TeminalSignal Titles

2115 FormHelp Text

2116 GeneralizedTelnetSynch
2117 GeneralizedTelnetSignal
2118 Generalized TelnetNegotiation
2119 Generalized Telnet Subnegotiation

22 Field Entry Instruction Control Object (FEICO}°

221 FormsFEICONo.1

222 PagedFEICONo.1

23 Field Entry Pilot Control Object(FEPCO)®

231 FormsFEPCONo.1

232 PagedFEPCONo.1

24 ReferencelnformationObject(RIO)?

25 Termination Conditions Control Objects (TCCO)

251 TCCONo.1

3 Basic CLass AsSIGNMENT TYPES

31 Repertoire®

311 Repertoire AssignmentTypefor ISO/IEC
10646

312 Repertoire AssignmentTypefor ISO/IEC2022
Level2

32 Font

321 FontAssignmentTypeNo.1

322 FontAssignmentTypeNo.2

33 Colour®

6.4.6 Medical Image Interchange

FMI  MedicallmagelnterchangeProfiles

abc Substructure

1 SmpLE DiGITAL IMaGE EncopinG (SINGLE IMAGE)

11 IPHIF

111 simpleuncompressedbooleanimage

112 simpleuncompressedcolourimage

12 JPEG

13 JBIG

14 IS&C

15 G3Fax

16 G4 FaxandMixedMode

17 TIFFencoding

20 Entries in this classification are subject to registration.
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abc

21
211
212
213
22
23
231
232
24

31
311
312
32
33
331

332

34

41
42

51
52

Substructure

MULTIPLE RELATED DIGITAL IMAGES AND RELATED INFORMATION

IPHIF
Full PIKSwith JPEGlosslesscompression
Full PIKSwithlossless or lossy compression
TIFFencoding

IS&C

ODAZ%
Rastergraphicswith G3 Faximages
Rastergraphicswith G4 Faximages

TIFFencoding

MULTIPLE RELATED IMAGES WITH RELATED DATA AND GRAPHICS
AND OVERLAYS
IPHIF with geometricgraphics
Full PIKS
IPHIF Full
IS&C
ODA
Geometricgraphicsand Rastergraphicswith
G3 Faximages
Geometricgraphicsand Rastergraphicswith
G4 Faximages
TIFFencoding

MuLTIMEDIA
ODA
MHEG

MoviNG IMAGES
MPEG
1Pl

21 Itis recognized that some of the FMI taxonomy entries may be more

appropriately positioned within existing branches of the TR 10000 taxonomy.

6.4.7 Character Sets

FCS CharacterSetProfiles

abc Substructure?

1 Cobe STRUCTURES

11 ISO/IEC2022 Code Structure
111 20220ption1

12 ISO/IEC10646 Code Structure
121 106460ption1

22This taxonomy entry has been added, based on a contribution (SGFS

N1149), which reflects a significant level of approval, although it has not been

formallly approved and is therefore included provisionally.

31



7 Conformance of OSI Profiles

The general principles of Conformance requirements of OSI
profiles are outlinedin ISOAECTR 10000-1.

The detailed Conformance requirements of OSI profiles are
definedin the ITUT Rec. X.296 | ISO/IEC9646-7, which define
the requirements related to the Profile Implementation
Conformance Statement (Profile ICS) and the Profile
Requirements List (Profile RL). These requirements have to be
addressedin the Conformancesectionof an OSl profile.

Foreachprofile, a Profile Test Specification(PTS) shouldbe
provided,eitheras part of the ISPwhichdefinesa profile, oras a
freestandingISP, with an explicit referenceto it fromthe profile
definition. The details of the PTS are definedin ITU-T Rec.
X.295| ISO/IEC96466.
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Annex A
(informative)
Bibliography

SGFSStandingDocumentSD4. 2 Directory of ISPs and Profiles containedtherein.

23 updated and published regularly by the SGFS Secretariat as an ISO/IEC JTC 1 SGFS N-numbered document.
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